Space Situational Awareness Sharing Program:
An SWF Issue Brief

September 22, 2011

Contributed by:
Tiffany Chow
EXECUTIVE SUMMARY

As the use of Earth orbit grows, the need to track space objects and provide information about activities in space becomes increasingly critical for a number of reasons, including helping to prevent collisions or debris-caused damage. This information is known as space situational awareness, or SSA. Currently, the U.S. military has the most advanced SSA capability in the world and maintains the most extensive and public catalog, though it is not complete. The United States has been sharing SSA information since the 1950s, but only in recent years did it start to formalize this sharing process beyond the U.S. government (USG).

In 2004, the Commercial and Foreign Entities (CFE) Pilot Program was created to encourage data-sharing in the realm of SSA with the overarching goal of ensuring safe operations in space. Originally, U.S. Air Force Space Command oversaw the CFE Pilot Program and administered its website, Space-Track.org (Space Track). In 2009, as part of an overall effort to consolidate SSA efforts in the U.S. government, U.S. Strategic Command (STRATCOM) assumed responsibility for the program, renaming it the SSA Sharing Program.

Under STRATCOM, the Joint Functional Component Command for Space (JFCC-SPACE) performs the SSA mission. JFCC-SPACE is responsible for the Joint Space Operations Center (JSpOC), which uses the Space Surveillance Network (SSN) to gather, catalog, and analyze the SSA data. Currently, roughly 22,000 objects in space are tracked regularly by JSpOC. The SSA Sharing Program gives non-U.S. government entities access to some of that data as well as some services and products based on it and provided by JSpOC.

The majority of the data shared through the program is made available on Space Track in the form of Two-Line Element sets (TLEs), which give the rough orbital position of space objects. In addition to the TLE catalog, JSpOC maintains another catalog commonly referred to as the High Accuracy Catalog. While the High Accuracy Catalog is not made available publicly, it is used for many tasks inside JSpOC, such as conjunction assessment and reentry prediction. Some of these products and services are made available to non-USG entities through the SSA Sharing Program.

Almost anyone can create a Space Track account and access information on the website, but to receive further analysis based on the unavailable High Accuracy Catalog, such as launch support and conjunction assessment services, an entity must become a SSA Sharing Program partner and enter into an agreement with STRATCOM. Under such an agreement, both the U.S. government and program partner are prohibited from redistributing the SSA data without prior consent from the Department of Defense. Since the Iridium-Cosmos satellite collision of early 2009, the United States contacts all satellite owner-operators in the event of a potential conjunction, regardless of whether or not they are program partners. In 2010, a total of 126 collision avoidance maneuvers were performed as a result of information shared through the SSA Sharing Program.

Recent announcements and policies in the United States have emphasized the importance of the SSA Sharing Program as part of a greater effort to enhance international cooperation in space activities. Moreover, the quality and quantity of SSA data gathered by the U.S. military may increase soon thanks to several investments in improving and expanding space surveillance capabilities. Other logistical changes aim to streamline the data-sharing process and further
improve the SSA Sharing Program. In spite of the continued emphasis on the importance of SSA, acquisition challenges persist and Congress is set to fund key SSA programs below levels requested by the Pentagon in Fiscal Year 2012, which may slow the program’s progress.

Despite the benefits and improvements from the SSA sharing Program, there are still several concerns. Non-U.S. government users and partners worry about the program’s links to the U.S. military, as well as the reliability, accuracy, and credibility of the information shared. Some within the United States worry about the cost and liability burden of providing SSA services unilaterally, as well as potential national security issues like revealing orbital positions of satellites used for intelligence-gathering.

There are several alternatives to the SSA Sharing Program made available by a variety of providers ranging from other national governments to commercial partnerships. All but one of these alternative sources of SSA sharing have explicitly stated their willingness to collaborate with the United States to achieve an overall superior source of readily-available and widely-accessible SSA data and information.
CONTENTS

INTRODUCTION .......................................................................................................................... 1
HISTORY ....................................................................................................................................... 1
LEGISLATION ............................................................................................................................. 3
FUNDING...................................................................................................................................... 3
HOW IT WORKS ......................................................................................................................... 4
BENEFITS OF PROGRAM ......................................................................................................... 6
RECENT CHANGES AND UPDATES .......................................................................................... 6
ISSUES, CONCERNS, AND COMPLAINTS .............................................................................. 7
ALTERNATIVES .......................................................................................................................... 9
CONCLUSION ............................................................................................................................. 12
APPENDIX ................................................................................................................................... 13
ACRONYMS

AGI – Analytical Graphics, Inc.
AFB – United States Air Force Base
AFSPC – United States Air Force Space Command
CA – Conjunction Assessments
CFE – Commercial and Foreign Entities
COLA – Collision Avoidance
CSM – Conjunction Support Message
CSSI – Center for Space Standards and Innovation
DoD – United States Department of Defense
ESA – European Space Agency
FY – Fiscal Year
GEO – Geo-synchronous Orbit
IOC – Initial Operation Capability
ISON – International Scientific Optical Network
JFCC SPACE – Joint Functional Component Command for Space
JSpOC – Joint Space Operations Center
KIAM – Keldysh Institute of Applied Mathematics
NASA – National Aeronautics and Space Administration
ODR – Orbital Data Request
OIG – Orbital Information Group
RDTE – Research, Development, Testing and Evaluation
SBSS – Space-Based Space Surveillance satellite
SCC – Space Control Center
SDA – Space Data Association
SOCRATES – Satellite Orbital Conjunction Reports Assessing Threatening Encounters in Space
SSA – Space Situational Awareness
SSN – Space Surveillance Network
STRATCOM – United States Strategic Command
TLEs – Two-line Element Sets
USAF – United States Air Force
USG – United States Government
INTRODUCTION

As Earth orbit grows more congested, the need to track space objects and provide information about activities in space becomes increasingly critical to prevent collisions or debris-caused damage. This process is known as space situational awareness, or SSA. Currently, the U.S. military has the most advanced SSA capability and maintains the most extensive catalog, though it is not complete. In 2004, the United States created a program (originally known as the CFE Pilot Program, now known as the SSA Sharing Program) to enhance the SSA information available to commercial and foreign entities in an effort to prevent harmful events in outer space and improve its own SSA. Although the U.S. government has been sharing SSA data on some level for decades, this new effort has received increased attention, funding, and expansion as a result of significant, recent events that highlighted the fragility of Earth orbit.\(^1\) Despite this increased importance, the SSA Sharing Program has not been exempted from possible funding reductions and various concerns about its role in the wider debate on space and national security.

HISTORY

The U.S. military has tracked a wide array of space objects for decades and made some of this information public through NASA’s Orbital Information Group (OIG) beginning in 1958.\(^2\) In recent years, the U.S. military has started to update, formalize, and expand this data-sharing to address new concerns. Established by order of President George W. Bush and authorized by legislation in 2004, the Commercial and Foreign Entities (CFE) Pilot Program operated with the “overarching goal…to engage the U.S. on the world stage to encourage international cooperation and transparency with foreign nations and/or consortia on space activities that are of mutual benefit.” This meant that the United States would “provide SSA information to…mission partners [in order] to protect manned spaceflight, prevent on orbit collisions, and minimize the debris field surrounding the Earth.”\(^3\)

On Jan. 3, 2005, U.S. Air Force Space Command (AFSPC) launched the CFE Pilot Program website (www.space-track.org), hereafter referred to as Space Track. Space Track took over the role of providing SSA information to the public from the NASA OIG website.\(^4\) The Space Control Center (SCC), then operated by the 1st Space Control Squadron and located in Cheyenne

---

\(^1\) On Jan. 11, 2007, China successfully tested an anti-satellite (ASAT) weapon by firing a modified ballistic missile at the inoperable Chinese Fenguyn-1C polar-orbiting weather satellite, located at an altitude of 500 miles (Covault, Craig. “Chinese Test Anti-Satellite Weapon.” Aviation Week. Jan. 17, 2007.). This event produced over 3,000 pieces of trackable debris (Kelso, T.S. “CeleStrak: Chinese ASAT Test,” May 20, 2011, www.celestrak.com/events/asat.asp.) and likely hundreds of thousands more untracked pieces, putting at risk countless other space objects. Two years later, on Feb. 10, 2009, an active communications satellite (Iridium-33) operated by U.S. commercial satellite operator Iridium collided with an inactive communications satellite (Cosmos-2251) formerly operated by the Russian Ministry of Defense. The collision produced nearly 1,500 pieces of trackable debris, a number which does not account for the numerous other pieces too small to track (Space Sustainability booklet. Secure World Foundation, 2010, http://swfound.org/media/1808/space_sustainability_booklet.pdf). These two events not only greatly multiplied the amount of debris in crowded orbits, and thus multiplied the risk of damage to other space assets, but they also helped lay to rest the up to that time popular notion of “Big Sky Theory,” which posited that because the space domain is so vast, two objects are unlikely to collide and fosters the false assurance that SSA is a non-urgent issue.


\(^3\) Ibid.

\(^4\) Ibid.
Mountain, Colorado, produced the SSA data made available to CFE partners on Space Track.\(^5\) The SCC and 1\(^{st}\) Space Control Squadron were integrated into the Joint Space Operations Center (JSpOC) at Vandenberg Air Force Base (AFB), California, in the first half of 2007.\(^6\)

In July 2006, the Commander of U.S. Strategic Command (STRATCOM) established the Joint Functional Component Command for Space (JFCC-SPACE) and designated it as the single point of contact for STRATCOM’s space operations. As such, JFCC-SPACE performs the SSA mission and liaises with non-USG entities.\(^7\) Under JFCC-SPACE, JSpOC directs and coordinates the detection, identification, cataloging, and tracking of all man-made objects in Earth orbit and provides some of this data in support of the SSA Sharing Program.\(^8\) JSpOC is a “synergistic command and control weapon system”\(^9\) that is manned by military, civil, and contracted personnel, representing all four U.S. military branches as well as three Allied nations (Great Britain, Australia, and Canada).\(^10\) In the event JSpOC is unable to complete its SSA duties, the U.S. Air Force’s 20\(^{th}\) Space Control Squadron/Detachment 1 located in Dahlgren, Virginia, has been identified as its back-up.\(^11\)

In October 2009, STRATCOM, headquartered at Offutt Air Force Base, Nebraska, assumed responsibility for the CFE Pilot Program.\(^12\) The U.S. position was that data sharing policy should be set by STRATCOM, not AFSPC, effectively inspiring a transfer of operational control in an overall push by the Department of Defense (DoD) to consolidate SSA efforts.\(^13\) The name of the program was changed from the CFE Pilot Program to the SSA Sharing Program during this transfer (see announcement) because partners felt the previous title implied they were passively consuming information from the U.S. government. AFSPC continues to fulfill its Title 10 responsibilities to operate, train, and equip as a force provider to the SSA Sharing Program.

The SSA Sharing Program aims to “create transparency of satellite information” and “promote space flight cooperation and safety”\(^14\) by enhancing the availability of this information to partners. As of the end of 2010, there were over 41,000 user accounts from 141 countries registered on Space Track,\(^15\) which was publishing information on roughly 16,000 individual objects in orbit.\(^16\) Since STRATCOM assumed responsibility for the SSA Sharing Program in

---


\(^{8}\) Ibid.

\(^{9}\) “Joint Functional Component Command for Space (JFCC-SPACE) Fact Sheet,” ibid.


\(^{11}\) “Joint Functional Component Command for Space (JFCC-SPACE) Fact Sheet,” ibid.

\(^{12}\) Spillar and Pirtle, ibid.


\(^{15}\) Spillar and Pirtle, ibid.

2010, it has concluded 17 agreements with commercial partners and is negotiating more. To date, it has not signed any agreements with foreign governments, but that is expected to change in the near future.

The current National Space Policy, released on June 28, 2010 by President Barack Obama, provides additional policy support for the SSA Sharing Program. In line with an overarching emphasis on international cooperation, several components of the policy indicate that the United States will be committed to continuing and expanding the SSA Sharing Program. One of the possible areas for cooperation is “space surveillance for debris monitoring and awareness.”

Another policy component focuses on “strengthen[ing] stability in space through…improved information collection and sharing for space object collision avoidance.” According to a White House press release, the policy commits the United States to “[enhancing] its space situational awareness capabilities and [to cooperating] with foreign nations and industry to augment…shared awareness in space.” The National Security Space Strategy, released in January 2011, further emphasizes SSA sharing as a policy goal. The Strategy reiterates the DoD’s commitment to improving “the quantity and quality of the SSA information it obtains” and to expanding “provision of safety of flight services to U.S. Government agencies, other nations, and commercial firms.”

**LEGISLATION**

The SSA Sharing Program is documented in the following pieces of legislation and U.S. Code:


**FUNDING**

Funding for the SSA Sharing Program stems from various sources. Collection of the SSA data made available through the SSA Sharing Program is funded primarily through U.S. Air Force

---

21 United States. White House Office of the Press Secretary, ibid.
research, development, test and evaluation (RDTE) budget requests (see tables), while the actual maintenance of Space Track and support for the program’s partnerships and other logistics are financed through both AFSPC’s and JSpOC’s budget. Both JFCC-SPACE and JSpOC are funded through STRATCOM’s budget. In recent years, SSA programs have been allotted increased amounts of funding within the Defense Department’s budget requests. From Fiscal Year (FY) 2009 to FY 2010, the request for SSA funding increased at least $100 million. From FY 2010 to FY 2011, the requested SSA budget increased 70 percent to roughly $900 million. However, three major SSA programs are slated to receive $92.6 million less than the amount requested in the FY 2012 Appropriations process because of Congressional beliefs that there is “poor justification” for the requested funding or that it is “excess to need,” indicating that SSA is not exempt from current budgetary reductions despite an increasing appreciation for its importance.

HOW IT WORKS

The SSA Sharing Program gives non-U.S. government-affiliated entities access to some of the data collected by the Space Surveillance Network (SSN), a global network of optical telescopes and radars (see map), as well as some services and products based on that data. JSpOC regularly tracks some 22,000 objects in space and publishes information on roughly 16,000 of these. This discrepancy in the number of objects tracked and published in the catalog is due to JSpOC’s inability to definitively identify launching states for the other 6,000 objects.

The JSpOC “uses a predictive technique, combining measured data points with the rules of physics to conduct massive computational exercises that predict where each [space] object will go.” It then compares these predictions against other gathered data, ultimately compiling a catalog of space objects and predictions about where and when they will be in a given orbital location. The majority of the data shared by the United States through the program is made available on Space Track in the form of Two-Line Element sets (TLEs), which give the orbital position of space objects. These TLEs are not based on the exact position of a space object at

24 Ibid.
26 Ibid.
29 Number of telescopes/radars may differ by source due to different methods of counting.
34 Ibid.
any given time, but rather, on the aforementioned calculations conducted by JSpoC. Other data and analysis products provided through Space Track include Satellite Catalog Messages, Project Tip Messages, Satellite Decay Messages, Predicted Decay Forecasts, Satellite Box Scores, and Satellite Reports. In short, Space Track provides information on the current and historical orbital positions of human-made space objects while also providing some analysis on future positions and object decay, close-approaches, and potential collisions.

In addition to the TLE catalog, JSpOC maintains another catalog commonly referred to as the High Accuracy Catalog. Object positions in the High Accuracy Catalog are much more precise and include covariance data that provides detailed knowledge for better analysis. The High Accuracy Catalog is used for many tasks inside JSpOC such as conjunction assessment and reentry prediction, but it is not made available publicly. However, some products and services based on the High Accuracy Catalog’s data are available to non-USG entities through the SSA Sharing Program. In July 2010, STRATCOM implemented a new Conjunction Support Message (CSM), which includes some previously undisclosed covariance data. This data allows users to calculate probability of collision instead of just relying on point of closest approach. Program partners receive this new, expanded CSM whenever their spacecraft are in danger of collision.

Almost anyone can become a Space Track user by submitting a simple form on the website, agreeing to the terms of the User Agreement, and receiving login information. This will give a user access to TLEs, Satellite Catalog data, and Satellite Decay & Reentry Data. To receive launch support and CA, an entity must become a SSA Sharing Program partner and enter into an agreement with STRATCOM. Applying for such an agreement is done by telephoning or sending an email to a STRATCOM point of contact whose information is available on Space Track. Once an agreement has been signed by both parties, the partner can then request SSA information not found on Space Track through an Orbital Data Request (ODR).

Current U.S. law prohibits Space Track users, SSA Sharing Program partners, and the USG from redistributing or sharing program information with any third-party without prior approval. Partners who wish to redistribute data from Space Track or the SSA Sharing Program must submit a Request for Redistribution, also done by filling out an ODR. Requests for Redistribution require the partner to disclose the purpose, necessity, frequency, and recipients of such redistribution and are approved on a case-by-case basis. Two notable entities that have been granted grandfather redistribution rights are CelesTrak (www.celestrak.com) and Heavens Above (www.heavens-above.com). These providers redistribute the SSA information made available on Space Track on their own sites, but supplement it with their own analysis and additional information.

---

41 Weeden. “Billiards…,” ibid.
42 “Space-Track – Orbital Data Request Process,” ibid.
43 See H.R. 2647, Sec. 2274 below.
44 “Space-Track – Orbital Data Request Process,” ibid.
45 Weeden, “The numbers game,” ibid.
Under the procedures implemented after the Iridium-Cosmos satellite collision of Feb. 10, 2009, JSpOC conducts daily CA screenings of all operational satellites for close approaches with other objects. When a potentially dangerous close approach between a satellite and another object is discovered, the spacecraft owner-operators are notified within 72 hours and must decide whether or not a collision avoidance maneuver (COLA) is justified. A close approach must be within one kilometer and less than 200 meters radial miss distance in low Earth orbit or within five kilometers in deep space to warrant contact with an owner-operator.\(^{46}\) JSpOC notifies all owner-operators directly except for those in China or Russia, who are contacted via their embassies;\(^{47}\) these two countries were notified 252 times (Russia) and 147 times (China) in 2010.\(^{48}\) Although the screenings and warnings are done regardless of SSA Sharing Program partnership, program partners have access to more detailed warning messages and receive additional information from JSpOC to aid in the COLA process.\(^{49}\)

**BENEFITS OF PROGRAM**

The SSA Sharing Program now provides information on roughly 16,000 objects in low Earth orbit to countless foreign entities, both public and private.\(^{50}\) In 2010, JSpOC performed 7,000 CAs. As a result of the SSA Sharing Program, 126 collision avoidance maneuvers were conducted throughout 2010 based on that analysis.\(^{51}\) Each day, on average, the SSA Sharing Program shares information on 20-30 close approaches and completes five owner-operator notifications.\(^{52}\)

**RECENT CHANGES AND UPDATES**

In the future, STRATCOM intends to strengthen the SSA Sharing Program and expand cooperative partnerships with other governments and commercial entities, data-sharing with partners, and the sharing of operator contact information.\(^{53}\) Future program improvements include forging cooperative partnerships with foreign governments authorized by the commander of STRATCOM,\(^{54}\) providing more data to partners, and sharing owner-operator contact information to facilitate communication.\(^{55}\) However, as a result of programmatic delays, certain SSA improvements such as the Space Fence and JSpOC Mission System (see below) face funding challenges going into 2012. It remains to be seen whether these reductions in spending slow down progress in these areas.

The quality and quantity of information made available through the SSA Sharing Program may improve as the U.S. military’s SSA capabilities expand. For example, on Sept. 25, 2010, the U.S. Air Force launched a $500 million Space-Based Space Surveillance (SBSS) satellite from

---

\(^{46}\) Ianacone, ibid.


\(^{48}\) Helms, ibid.


\(^{50}\) Matson, ibid.

\(^{51}\) Sterner, ibid.

\(^{52}\) Bird, ibid.

\(^{53}\) Helms, ibid.


\(^{55}\) Helms, ibid.
Vandenberg AFB in California. This satellite will provide the U.S. Air Force with the first uninterrupted and unobstructed optical observation of Earth orbit and the debris located there. This is the first satellite of its kind to be solely dedicated to SSA. Some have suggested hosting SSA payloads on commercial satellites to expand SSA capacity and “boost the number of sensors aloft.”

Moreover, the S-Band Space Fence project is proceeding, with Lockheed Martin and Raytheon both having received a $107 million Air Force contract in January 2011 to develop demonstration technologies. The S-Band Space Fence will enable uninterrupted tracking from Earth of many more objects, including significantly smaller ones, with greater precision than currently possible. It is expected to increase the number of tracked items tenfold. However, taking advantage of the full capabilities of the Space Fence requires successful implementation of another program, the JSpOC Mission System (JMS), which has had its share of programmatic difficulties. It is unclear how much these improvements will increase the amount and accuracy of information shared on Space Track and through the SSA Sharing Program, especially since both programs will likely receive less funding than requested in the coming fiscal year.

Logistical changes aim to improve the SSA Sharing Program in several ways. JSpOC developed and implemented a new CSM that now serves as the standard warning message sent to owner-operators in the event of potentially dangerous close approaches. The new CSM includes data and information previously not disclosed to program partners. In addition, plans are underway to update the IT infrastructure used by JSpOC, as the original system was designed for different purposes and is not entirely suitable for the SSA Sharing Program. This too relies on successful fielding of JMS.

Most of the recent announcements and changes affecting the SSA Sharing Program strive to improve and expand its services. Despite this, there are no immediate plans to share the High Accuracy Catalog with entities outside the U.S. government. However, the Air Force is currently reviewing whether or not to release more and better data, a review process that has been ongoing for more than two years.

**ISSUES, CONCERNS, AND COMPLAINTS**

The SSA Sharing Program is the only program of its kind and scope and has provided countless benefits to those who use it. Despite the positive aspects of the program and how far it has

---

58 Matson, ibid.
60 Matson, ibid.
63 Ibid.
advanced since the USG began sharing SSA data over 50 years ago, the program faces many issues, concerns, and complaints ranging from dissatisfaction with the quality and timing of information it provides to concerns about national security.

Because the SSA Sharing Program is administered by the U.S. military, it comes with an assortment of limitations and restrictions. The limited information provided through the program can be untimely and inaccurate. The only positional information currently available on Space Track, in the form of TLE sets, is imprecise and unsuitable for CA and COLA. For example, on the day of the Iridium-Cosmos collision, analysis using the available TLE sets predicted a 600 meter miss and the conjunction was not even on CelesTrak's top ten closest conjunctions for the day. JSpOC does not rely on the TLEs because of this potential for inaccuracy and instead uses the High Accuracy Catalog for its own analysis. Unless the USG releases more precise data, satellite owner-operators will not be able to reliably conduct their own CA and COLA and must continue to depend on JSpOC to protect their space assets.

Moreover, when TLEs and other program data were shared through NASA’s OIG, there were no redistribution restrictions. Under the CFE Pilot Program, and now the SSA Sharing Program, users are not allowed to redistribute SSA data without explicit approval from the U.S. Department of Defense. The U.S. military also reserves the right to terminate user accounts, and thus deny access to SSA data and information, without prior notice or explanation.

In addition to these issues of limitation and restriction, some users express concern about relying on a program run by a national military. They contend that such an arrangement can lead to conflicts of interest for foreign nationals, governments, and commercial entities. Furthermore, current legislation regarding the program shields the United States from any liability associated with the information it shares. The USG does not want to assume any responsibility for providing or failing to provide it. This affiliation with the U.S. military and lack of accountability casts some doubt on the credibility and reliability of the information provided through the SSA Sharing Program.

These user concerns are accompanied by anxieties within the U.S. military and government. Some within the United States fear that the association between the SSA Sharing Program and the U.S. military undermines U.S. national security. In sharing information on orbital positions to foreign and commercial users, they worry about the program’s potential to compromise confidential or sensitive data about satellites that supply key U.S. military needs, specifically those related to intelligence and reconnaissance.

Similarly, commercial satellite owners and operators previously worried that data shared through the program would reveal proprietary “trade secrets” that could give competitors an advantage. Commercial operators, particularly of communications satellites, vigorously protect information

---

65 Spillar and Pirtle, ibid.
66 Sprenger, ibid.
68 See H.R. 2647, Sec. 2274(c) below.
69 “Space-Track – New Account,” ibid.
70 See H.R. 2647, Sec. 2274.(g) below.
about their satellites’ transponder configurations and operational status. Since some of the data they share with the U.S. government could be shared with other partners, these companies were concerned that they would have no say over what information was being disclosed and to whom. This particular concern has been allayed because current SSA Sharing Program agreements restrict the United States and its program partners from disclosing information to third parties.\(^71\)

Additionally, the SSA Sharing Program, which is currently provided free-of-charge to users, comes at a price to the United States, albeit fairly small compared to the benefit. Given current budget pressures, some wonder if this unilateral initiative is cost-effective and/or worthwhile. According to legislation, the United States could charge for these SSA services to replenish the same DoD accounts that support the program,\(^72\) but it has not yet chosen to do so. If a fee was instituted as a means of financing the program, it could dis-incentivize users from relying on it, especially if the fee was assessed on U.S.-based users whose taxes already finance the program. They may prefer to use an alternative source of SSA information instead. Since SSA Sharing Program partners provide data on their space assets to the United States as part of the agreement, their defection from the program could harm the quantity and quality of data available to the United States.

Some retort that the costs accrued by the United States in running the SSA Sharing Program are negligible. Many aspects of SSA, from the SSN to JSpOC, would continue to operate even if the program did not exist. Furthermore, with the overall space economy currently valued at roughly $276 billion,\(^73\) the direct, additional costs of running the SSA Sharing Program are relatively inconsequential when considering how much it protects. Additionally, the costs of conducting CA and COLA for all operational satellites come as a direct result of the USG’s choice to not release the High Accuracy Catalog for national security reasons. If satellite owner-operators or other entities had access to the more precise data, they could conduct CA and COLA themselves and relieve the U.S. military of that burden.

**ALTERNATIVES**

While the SSA Sharing Program is the most comprehensive and widely-accessible SSA source currently available, alternatives do exist and are growing in number and scope. These alternatives come from a variety of providers, ranging from collaborative commercial endeavors to offerings from foreign space agencies. While the concept of privately-provided SSA information and analysis has been discussed, there is currently no viable business case for it. These other SSA options need not be viewed as competitors of the SSA Sharing Program, but can instead be seen as potential complements, especially since accurate SSA requires fusing multiple types of information from multiple entities.

**Center for Space Standards and Innovation (CSSI)**

CSSI is the research arm of Analytical Graphics, Inc., a software company that develops and deploys advanced space, defense, and intelligence applications.\(^74\) There are two SSA services affiliated with CSSI: CelesTrak and SOCRATES.

---

71 In spite of this restriction on sharing, a private sector initiative called the Space Data Association also addresses this concern and will be explained more in depth later in this report.

72 See H.R. 2647, Sec. 2274.(d) below.


A member of CSSI, Dr. T.S. Kelso, runs CelesTrak, a website that provides “educational materials and standard data to the space community such as two-line element sets, Earth orientation parameters, solar weather data, geomagnetic indices, precision orbit ephemerides, and associated models and documentation.” As mentioned above, CelesTrak is one of the entities that can redistribute TLE sets from Space Track (along with the website Heavens Above). CelesTrak also generates its own data and provides supplemental analysis of Space Track data, including lists of satellite constellations and active satellites.

CSSI also maintains the Satellite Orbital Conjunction Reports Assessing Threatening Encounters in Space (SOCRATES) program which offers “a free list of top 10 possible conjunctions by maximum probability and minimum range publicly on the website.” SOCRATES-GEO and SOCRATES-LEO are partnerships in which CSSI receives data from many satellite operators on nearly 300 satellites in GEO and LEO respectively. CSSI combines the publicly available TLE sets and owner-operator-provided data and uses SOCRATES to produce CA and COLA services for participating satellite owner-operators. In December 2010, the SOCRATES programs and analysis were incorporated into that of the Space Data Association (see below).

European Space Situational Awareness Programme
In November 2008, the European Space Agency (ESA) decided to explore the possibility of developing its own SSA capacity from 2009-2011. If confirmed, the European Space Situational Awareness Programme will primarily serve European needs, but is also intended to enable Europe to contribute more to international SSA cooperation. Currently, the SSA Preparatory Programme is being implemented as an Optional Programme with funding contributed by 13 Member States.

In its initial stages, the European SSA Programme will rely on data provided by existing tools and facilities such as Spaceguard, ESA’s Optical Ground Station, European national research telescopes, amateur telescopes, and European national military radars. The European SSA effort has progressed in demonstrating its ability to perform cooperative sensor operations with existing infrastructure. The European SSA Programme would eventually equip Europe with an indigenous SSA capacity, including ground- and space-based sensors, data centers for its three segments of Surveillance and Tracking, Space Weather, and Near-Earth Objects, a management

---

77 “Tools Used by CSSI,” ibid.
85 Ibid.
86 Presentations given at European Space Surveillance Conference, June 7-9, 2011.
system to coordinate all data centers and data distribution, and service centers to deliver data products and warnings to program users.\textsuperscript{86} ESA will operate the program and provide services to users “according to a well-defined set of rules, referred to as governance and data policies,”\textsuperscript{87} with a tailored policy for each of its segments.\textsuperscript{88}

In no way does the European Programme intend to replace the current cooperative arrangements between ESA and some European states with the United States. Rather, ESA intends for the program to enhance “the Agency’s long-standing cooperation with the USA” and to seek cooperation with other space-faring nations in the future.\textsuperscript{89} Some doubt that the European SSA Programme will ever take root because of the individual security concerns of some ESA members. They believe Member States will prefer to pursue bilateral cooperation with the United States for their SSA needs over an ESA option.\textsuperscript{90}

\textit{International Scientific Optical Network (ISON)}

The International Scientific Optical Network (ISON) was initiated in 2001 by the Keldysh Institute of Applied Mathematics (KIAM) and the Pulkovo Astronomical Observatory of the Russian Academy of Sciences. The network’s initial goals were slightly different, but since May 2004, it has sought to improve knowledge about human-made debris in high altitude orbits, primarily GEO, and obtain as clear and complete a picture of these orbits as possible.\textsuperscript{91} Its main goal is “providing an open source of information about space objects as accessible for scientific analysis.”\textsuperscript{92} The network relies on international cooperation among several scientific institutions from a handful of nations, with KIAM remaining the principle coordinator.\textsuperscript{93} It receives its data from 25 optical telescopes located at 18 facilities in nine different States.\textsuperscript{94}

According to the ISON website, the network is different from the traditional space surveillance systems belonging to national military structures, such as the USG SSN. ISON is simply a “scientific community of people having joint interest and common understanding of [the] importance of…solving scientific task[s] while other space surveillance systems are large dedicated military units with all [the] appropriate features.” While ISON differs in these ways, it is similar to the SSA Sharing Program in that it produces orbital predictions, solutions, and analysis, but asserts that the different models it uses can produce higher quality data than the SSA Sharing Program. ISON also states that since it lacks military ties, its data is more open, free, and complete than the data provided via the SSA Sharing Program.\textsuperscript{95}

\textit{Space Data Association (SDA)}

The Space Data Association (SDA) is an international SSA data-sharing organization formed in
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2009 by the three largest commercial satellite companies: Inmarsat, Intelsat, and SES.  

SDA is a private sector initiative that aims to standardize and compile SSA data in a uniform and confidential format and share this information with its members. SDA members submit data in a "black box" format to the SDA, which in turn furnishes standardized, anonymous, and relevant analysis to affected members. Its Space Data Center, incorporated on the Isle of Man in England, is an “automated space situational awareness system through which satellite operators share data.” The system provides the most accurate information and analysis available because it comes straight from the source. It also standardizes the data and “performs integrity checks on contributed ephemerides,” which makes the analysis even more reliable. The Space Data Center began limited operations in July 2010, incorporated SOCRATES programs in December 2010, and reached Full Operating Capability (FOC) in April 2011. It now provides CA for more than 60 percent of active satellites in GEO.

Technical administration of the Space Data Center is managed by AGI and logistics are handled by ManSat Corporation. Unauthorized sharing and usage of SDA-provided data is met with severe repercussions. SDA’s liability for incorrect analysis is limited to a financial responsibility of £10. Membership is open to any interested party, with three membership categories: Executive Members comprised of leading satellite companies, Standard Members comprised of all other satellite companies, and Associate Members comprised of any other contributing institutions or entities. Notably, Eutelsat Communications joined as an Executive Member in June 2011. Talks are already underway between SDA and JSpOC, ISON, and the European SSA Programme about potential data-sharing partnerships and collaboration.

CONCLUSION

The United States has shared some elements of its impressive SSA capacity with non-USG entities for decades, but only since 2004 has it formalized this information-sharing into an official program. Motivated by the satellite collision of February 2009, the United States started seriously expanding services for satellite safety based on that information to a broad range of actors. Despite these changes, the program still faces an array of complaints, concerns, and issues related to its credibility, reliability, accuracy, costliness, and its potential to undermine U.S. national security. There are several SSA alternatives available, but almost all intend to work alongside or in conjunction with the SSA Sharing Program to improve and enhance SSA worldwide.
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“Air Force’s CFE Pilot Program becomes STRATCOM’s SSA Sharing Program,” by Deputy Under Secretary of the Air Force for Space Program Mr. Gary E. Payton

“Over the last year, the JSpOC has transitioned the Air Force’s commercial and foreign entities (CFE) pilot effort into STRATCOM’s SSA Sharing Program. This involved growing the capability to monitor and conduct conjunction assessments for all U.S. government, commercial, and foreign active satellites, over 1,000 systems. As a result, the SSA Sharing Program screens for collisions daily, and has a formalized information sharing process that reports potential conjunctions to commercial and foreign satellite owners and operators.”


Excerpt regarding SSA:

SEC. 913. PILOT PROGRAM FOR PROVISION OF SPACE SURVEILLANCE NETWORK SERVICES TO NON-UNITED STATES GOVERNMENT ENTITIES.

(a) IN GENERAL- Chapter 135 of title 10, United States Code, is amended by adding after section 2273, as added by section 912(a), the following new section:

Sec. 2274. Space surveillance network: pilot program for provision of satellite tracking support to entities outside United States Government

(a) PILOT PROGRAM- The Secretary of Defense may carry out a pilot program to determine the feasibility and desirability of providing to non-United States Government entities space surveillance data support described in subsection (b).

(b) SPACE SURVEILLANCE DATA SUPPORT- Under such a pilot program, the Secretary may provide to a non-United States Government entity, subject to an agreement described in subsection (d), the following:

(1) Satellite tracking services from assets owned or controlled by the Department of Defense, but only if the Secretary determines, in the case of any such agreement, that providing such services to that entity is in the national security interests of the United States.

(2) Space surveillance data and the analysis of space surveillance data, but only if the Secretary determines, in the case of any such agreement, that providing such data and analysis to that entity is in the national security interests of the United States.

(c) ELIGIBLE ENTITIES- Under the pilot program, the Secretary may provide space surveillance data support to non-United States Government entities including the following:
(1) State governments.

(2) Governments of political subdivisions of States.

(3) United States commercial entities.

(4) Governments of foreign countries.

(5) Foreign commercial entities.

(d) REQUIRED AGREEMENT- The Secretary may not provide space surveillance data support to a non-United States Government entity under the pilot program unless that entity enters into an agreement with the Secretary under which the entity--

(1) agrees to pay an amount that may be charged by the Secretary under subsection (e); and

(2) agrees not to transfer any data or technical information received under the agreement, including the analysis of tracking data, to any other entity without the express approval of the Secretary.

(e) RULE OF CONSTRUCTION CONCERNING PROVISION OF INTELLIGENCE ASSETS OR DATA- Nothing in this section shall be considered to authorize the provision of services or information concerning, or derived from, United States intelligence assets or data.

(f) CHARGES- (1) As a condition of an agreement under subsection (d), the Secretary may (except as provided in paragraph (2)) require the non-United States Government entity entering into the agreement to pay to the Department of Defense such amounts as the Secretary determines to be necessary to reimburse the Department for the costs of the Department of providing space surveillance data support under the agreement. (2) The Secretary may not require the government of a State or of a political subdivision of a State to pay any amount under paragraph (1).

(g) CREDITING OF FUNDS RECEIVED- Funds received for the provision of space surveillance data support pursuant to an agreement under this section shall be credited to accounts of the Department of Defense that are current when the funds are received and that are available for the same purposes as the accounts originally charged to provide such support. Funds so credited shall merge with and become available for obligation for the same period as the accounts to which they are credited.

(h) PROCEDURES- The Secretary shall establish procedures for the conduct of the pilot program. As part of those procedures, the Secretary may allow space surveillance data and analysis of space surveillance data to be provided through a contractor of the Department of Defense.

(i) DURATION OF PILOT PROGRAM- The pilot program under this section shall be conducted during the three-year period beginning on a date specified by the Secretary of Defense, which date shall be not later than 180 days after the date of the enactment of this section.'.

(b) CLERICAL AMENDMENT- The table of sections at the beginning of such chapter is amended by adding after the item relating to section 2273, as added by section 912(b), the following new item:
Space surveillance network: pilot program for provision of satellite tracking support to entities outside United States Government.


Link to full text: http://www.govtrack.us/congress/billtext.xpd?bill=h111-2647


Excerpt regarding SSA:

SEC. 912. PROVISION OF SPACE SITUATIONAL AWARENESS SERVICES AND INFORMATION TO NON-UNITED STATES GOVERNMENT ENTITIES.

(a) In General- Section 2274 of title 10, United States Code, is amended to read as follows:

Sec. 2274. Space situational awareness services and information: provision to non-United States Government entities

(a) Authority- The Secretary of Defense may provide space situational awareness services and information to, and may obtain space situational awareness data and information from, non-United States Government entities in accordance with this section. Any such action may be taken only if the Secretary determines that such action is consistent with the national security interests of the United States.

(b) Eligible Entities- The Secretary may provide services and information under subsection (a) to, and may obtain data and information under subsection (a) from, any non-United States Government entity, including any of the following:

(1) A State.
(2) A political subdivision of a State.
(3) A United States commercial entity.
(4) The government of a foreign country.
(5) A foreign commercial entity.

(c) Agreement- The Secretary may not provide space situational awareness services and information under subsection (a) to a non-United States Government entity unless that entity enters into an agreement with the Secretary under which the entity--

(1) agrees to pay an amount that may be charged by the Secretary under subsection (d);

(2) agrees not to transfer any data or technical information received under the agreement, including the analysis of data, to any other entity without the express approval of the Secretary; and

(3) agrees to any other terms and conditions considered necessary by the Secretary.
“(d) Charges- (1) As a condition of an agreement under subsection (c), the Secretary may (except as provided in paragraph (2)) require the non-United States Government entity entering into the agreement to pay to the Department of Defense such amounts as the Secretary determines appropriate to reimburse the Department for the costs to the Department of providing space situational awareness services or information under the agreement.

“(2) The Secretary may not require the government of a State, or of a political subdivision of a State, to pay any amount under paragraph (1).

“(e) Crediting of Funds Received- (1) Funds received for the provision of space situational awareness services or information pursuant to an agreement under this section shall be credited, at the election of the Secretary, to the following:

‘(A) The appropriation, fund, or account used in incurring the obligation.

‘(B) An appropriate appropriation, fund, or account currently available for the purposes for which the expenditures were made.

“(2) Funds credited under paragraph (1) shall be merged with, and remain available for obligation with, the funds in the appropriation, fund, or account to which credited.

“(f) Procedures- The Secretary shall establish procedures by which the authority under this section shall be carried out. As part of those procedures, the Secretary may allow space situational awareness services or information to be provided through a contractor of the Department of Defense.

“(g) Immunity- The United States, any agencies and instrumentalities thereof, and any individuals, firms, corporations, and other persons acting for the United States, shall be immune from any suit in any court for any cause of action arising from the provision or receipt of space situational awareness services or information, whether or not provided in accordance with this section, or any related action or omission.

“(h) Notice of Concerns of Disclosure of Information- If the Secretary determines that a commercial or foreign entity has declined or is reluctant to provide data or information to the Secretary in accordance with this section due to the concerns of such entity about the potential disclosure of such data or information, the Secretary shall, not later than 60 days after the Secretary makes that determination, provide notice to the congressional defense committees of the declination or reluctance of such entity.’.

(b) Clerical Amendment- The table of sections at the beginning of chapter 135 of such title is amended by striking the item relating to section 2274 and inserting the following new item:

‘2274. Space situational awareness services and information: provision to non-United States Government entities.’.

(c) Effective Date- The amendments made by this section shall take effect on October 1, 2009, or the date of the enactment of this Act, whichever is later.
### From Fiscal Year 2010 Department of Defense Budget Proposal

<table>
<thead>
<tr>
<th>Project Name</th>
<th>Organization</th>
<th>Budget Document</th>
<th>Program Element (Name)</th>
<th>Actual Spending in FY08</th>
<th>Estimated Spending in FY09</th>
<th>Proposed Spending in FY10</th>
</tr>
</thead>
<tbody>
<tr>
<td>Space Situational Awareness</td>
<td>U.S. Air Force</td>
<td>RDT&amp;E Vol. 2</td>
<td>0603438F (Space Control Technology)</td>
<td>4.899</td>
<td>13.120</td>
<td>4.526</td>
</tr>
<tr>
<td>A006 Space-Based Space Surveillance</td>
<td>U.S. Air Force</td>
<td>RDT&amp;E Vol. 2</td>
<td>0604425F (Space Situation Awareness Systems)</td>
<td>169.167</td>
<td>120.039</td>
<td>177.104</td>
</tr>
<tr>
<td>A008 Integrated Space Situation Awareness</td>
<td>U.S. Air Force</td>
<td>RDT&amp;E Vol. 2</td>
<td>0604425F (Space Situation Awareness Systems)</td>
<td>23.347</td>
<td>44.220</td>
<td>0.000</td>
</tr>
<tr>
<td>A009 Space Fence</td>
<td>U.S. Air Force</td>
<td>RDT&amp;E Vol. 2</td>
<td>0604425F (Space Situation Awareness Systems)</td>
<td>13.848</td>
<td>45.007</td>
<td>90.228</td>
</tr>
<tr>
<td>A012 Net-centric Sensors and Data Sources</td>
<td>U.S. Air Force</td>
<td>RDT&amp;E Vol. 2</td>
<td>0604425F (Space Situation Awareness Systems)</td>
<td>0.000</td>
<td>0.000</td>
<td>18.357</td>
</tr>
<tr>
<td>A037 Space Surveillance Telescope</td>
<td>U.S. Air Force</td>
<td>RDT&amp;E Vol. 2</td>
<td>0604425F (Space Situation Awareness Systems)</td>
<td>0.000</td>
<td>0.000</td>
<td>6.895</td>
</tr>
<tr>
<td>A038 SSA Environmental Monitoring</td>
<td>U.S. Air Force</td>
<td>RDT&amp;E Vol. 2</td>
<td>0604425F (Space Situation Awareness Systems)</td>
<td>0.000</td>
<td>0.000</td>
<td>15.550</td>
</tr>
<tr>
<td>A017 Sensor Service Life Extension Programs</td>
<td>U.S. Air Force</td>
<td>RDT&amp;E Vol. 3</td>
<td>0305940F (Space Situation Operations)</td>
<td>38.679</td>
<td>15.579</td>
<td>54.648</td>
</tr>
</tbody>
</table>

### From Fiscal Year 2011 Department of Defense Budget Proposal

<table>
<thead>
<tr>
<th>PE</th>
<th>FY09 Actual</th>
<th>FY10 Estimate</th>
<th>FY11 Total Est.</th>
<th>FY12 Estimate</th>
<th>FY13 Est.</th>
<th>FY14 Estimate</th>
<th>FY15 Est.</th>
<th>Cost to Complete</th>
<th>Total Cost</th>
</tr>
</thead>
<tbody>
<tr>
<td><strong>Space Situation Awareness Systems</strong></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>0604425F Space Situation Awareness Systems Total</td>
<td>211.206</td>
<td>238.377</td>
<td>426.525</td>
<td>508.529</td>
<td>496.975</td>
<td>495.509</td>
<td>232.199</td>
<td>Continuing</td>
<td>Continuing</td>
</tr>
<tr>
<td>65A006: Space-Based Space Surveillance</td>
<td>143.139</td>
<td>144.242</td>
<td>185.915</td>
<td>210.011</td>
<td>186.282</td>
<td>127.520</td>
<td>7.337</td>
<td>Continuing</td>
<td>Continuing</td>
</tr>
<tr>
<td>65A008: Integrated</td>
<td>42.620</td>
<td>0</td>
<td>0</td>
<td>0</td>
<td>0</td>
<td>0</td>
<td>0</td>
<td>Continuing</td>
<td>Continuing</td>
</tr>
<tr>
<td>PE</td>
<td>FY09 Actual</td>
<td>FY10 Estimate</td>
<td>FY11 Total Est.</td>
<td>FY12 Estimate</td>
<td>FY13 Est.</td>
<td>FY14 Estimate</td>
<td>FY15 Est.</td>
<td>Cost to Complete</td>
<td>Total Cost</td>
</tr>
<tr>
<td>-----------------------------------------</td>
<td>-------------</td>
<td>---------------</td>
<td>----------------</td>
<td>---------------</td>
<td>-----------</td>
<td>---------------</td>
<td>-----------</td>
<td>-----------------</td>
<td>------------</td>
</tr>
<tr>
<td>Space Situation Awareness</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>65A009: Space Fence</td>
<td>25.507</td>
<td>60.228</td>
<td>164.790</td>
<td>242.023</td>
<td>264.949</td>
<td>334.928</td>
<td>204.202</td>
<td>Continuing</td>
<td>Continuing</td>
</tr>
<tr>
<td>65A033: Space Surveillance Telescope</td>
<td>0</td>
<td>0</td>
<td>1.947</td>
<td>0</td>
<td>0</td>
<td>0</td>
<td>0</td>
<td>Continuing</td>
<td>Continuing</td>
</tr>
<tr>
<td>65A038: SSA Environmental Monitoring</td>
<td>0</td>
<td>15.550</td>
<td>49.438</td>
<td>45.778</td>
<td>32.762</td>
<td>20.637</td>
<td>13.443</td>
<td>Continuing</td>
<td>Continuing</td>
</tr>
</tbody>
</table>

**Space Surveillance Network**

---